
 

 
       Acceptable Use of the Department’s Information, Communication and Technology Network and Systems 

At all times students will act in line with the requirements of the Code of School behaviour and the specific rules of 

Wavell Heights State School. 

What is acceptable/appropriate use/behaviour by a student? 

It is acceptable for students to use school computers and network infrastructure for:  

• assigned class work and assignments set by teachers;  

• developing appropriate literacy, communication and information skills; 

• authoring text, artwork, audio and visual material for publication on the Intranet or Internet for educational 

purposes as supervised and approved by the school;  

• conducting general research for school activities and projects;  

• communicating or collaborating with other students, teachers, parents or experts in relation to school work;  

• accessing online references such as dictionaries, encyclopaedias, etc.  

• researching and learning through the Department’s e-learning environment. 

What is unacceptable/inappropriate use/behaviour by a student? 

It is unacceptable for students to:  

• use the IT resources in an unlawful manner 

• download, distribute or publish offensive messages or pictures;  

• insult, harass or attack others or use obscene or abusive language;  

• deliberately waste printing and Internet resources;  

• damage computers, printers or the network equipment;  

• commit plagiarism or violate copyright laws;  

• use unsupervised internet chat;  

• use online email services (e.g. hotmail), send chain letters or Spam e-mail (junk mail) 

• knowingly download viruses or any other programs capable of breaching the Department’s networks 

security.  

Usernames and passwords are to be kept private by the student and not divulged to any other individual (e.g. a 

student should not share their username and password with fellow students).  

Students cannot use another student or staff member’s username or password to access the school’s network, 

including not trespassing in another person’s files, home drive or e-mail.  

Additionally, students should not divulge personal information (e.g. name, parent’s name, address, phone numbers), 

via the internet or e-mail, to unknown entities or for reasons other than to fulfil the educational program 

requirements of the school.  

Students and parents are to employ caution with the use of mobile devices e.g. USBs, particularly as these devices can 

store significant numbers and sizes of files some of which may be unacceptable at school e.g. games and “exe” files 

which may contain viruses.  

Please note that personal files on USBs may be deleted by the Department’s malware protection. 

 

I understand that if I use the Department’s ICT network and systems in and unacceptable manner there will be 

consequences for me and possible loss of ICT network access. 

Student name: ________________________________Signed:______________________________Date:_________ 

Parent/Guardian Name:_____________________Signed:_______________________________Date:_________ 


